**Информационная памятка для родителей**

Развитие различных информационных технологий привело к тому, что личная информация о человеке становится все более доступной. Различные сообщества, многочисленные социальные сети могут содержать целое «досье» на взрослого и ребенка. Каждый взрослый сам для себя решает, какую именно информацию можно выложить в сети Интернет. Дети с легкостью и энтузиазмом используют Интернет, часто создают свои аккаунты и там делятся личной информацией. При этом задача родителей - помочь детям понять важность конфиденциальности личной информации при использовании цифровых технологий, а также контролировать размещение детьми персональных данных в Интернете.

Под **персональными данными понимается** любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных). К таким идентифицирующим данным можно отнести фамилию, имя, отчество, дату рождения, место рождения, место жительства, номер и серию паспорта; страховой номер индивидуального лицевого счета, идентификационный номер налогоплательщика и пр. Стоит отметить, что изображение человека также относится к его персональным данным, а значит, использование фотографий граждан (в том числе несовершеннолетних) регулируется нормами закона.

Следует обратить внимание на то, что персональные данные несовершеннолетних детей обрабатываются и могут быть собраны только с согласия законных представителей, за исключением случаев, предусмотренных законом. Так родители дают согласие на обработку персональных данных несовершеннолетнего для достижения той или иной конкретной и заранее определенной цели.

Отдельное внимание стоит обратить на защиту персональных данных в сети Интернет. Сделать это не так трудно. Достаточно воспользоваться следующими советами:

* Установить на компьютер фильтры почты и антивирусные приложения.
* Отрегулировать на персональном компьютере «Родительский контроль».
* Делать время от времени копии информации с компьютера. Желательно копировать все на съемный жесткий диск.
* Разрешать детям использование только проверенных сайтов.
* Периодически менять пароль от социальных сетей и прочих аккаунтов, как своих, так и ребенка.
* Проводить беседы с ребенком на тему правильного общения в Сети. Следует пояснить несовершеннолетним, что новым знакомым не стоит отправлять информацию о себе. В том числе фото и видео. Аккаунты в социальных сетях рекомендуется сделать защищенными в настройках приватности.

Родителям, которые нередко выкладывают фотографии и иные персональные данные своих детей в социальных сетях, нужно понимать, что информация, опубликованная в Интернете, остается там навсегда. Распространение личной информации может повлечь за собой неблагоприятные последствия для детей и их родителей. Нельзя забывать о том, что злоумышленники, имея свободный доступ к персональным данным, могут воспользоваться ситуацией и совершить неправомерные посягательства на частную жизнь семьи, здоровье детей. Без крайней необходимости не публикуйте в сети персональные данные детей, в том числе их фотографии. И не забывайте о возможных последствиях, когда даете свое согласие на использование изображения своего ребенка в сети Интернет.